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Etkin Vatandas: Etkin vatandas, yasadigi
toplumun bir pargasi oldugunun farkindadir.
Haklarini bilir ve gerektiginde kullanir. Sadece
elestimez, ¢6zum Uretmeye de calisir.
Toplumsal sorunlara karsi duyarldir ve
sorumluluk almaktan kagmaz.

Etkin Vatandasin Ozellikleri:

e Hak ve sorumluluklannin farkindadir.

e Oy kullanir, kurallara uyar.

e Toplumsal sorunlara ¢dzim arar.

e Yardimlasma ve dayanismaya énem verir.

Ornek: Mahallesindeki cevre kitliligine karsi
imza kampanyasl baglatan bir 6grenci, etkin
vatandastir.

Pasif Vatandas: Pasif vatandas, toplumda olup
bitenlere karsi ilgisizdir. Haklarini bilse bile
kullanmaz. Sorunlar karsisinda “beni
ilgilendirmez” tavri sergiler. Toplumsal yasama
katilimi ¢ok sinirlidir.

Pasif Vatandasin Ozellikleri:

Toplumsal olaylara ilgisizdir.
Haklarini kullanmaz.
Sorumluluk almaktan kaginir.
Sorunlara karsi duyarsizdir.

Ornek: Okulda yapilan 6grenci meclisi
secimlerine katilmayan bir 6grenci pasif
vatandastir.

Kararsiz Vatandas: Kararsiz vatandas,
toplumsal konulara tamamen ilgisiz degildir
ancak ne yapacagi konusunda net degildir.
Haklarini kullanip kullanmama konusunda
tereddiit yasar. Genellikle baskalannin
kararlarini bekler.

Ozellikleri:

o Toplumsal olaylara karsi kararsizdir.

e Haklarini kullanma konusunda tereddiit
eder.

e Cogunlugun kararina gore hareket eder.
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Ornek: Bir yardim kampanyasina katilp
katilmama konusunda stirekli fikir degistiren kisi
kararsiz vatandastir.

Dijital Vatandas

» GUnUmuzde teknolojik alanda yasanan
gelismeler ve genel agin kullaniimasi,
vatandaslik kaviaminin yaninda dijital
vatandaslik kavramini da ortaya ¢ikarmistir

= Dijital vatandashk topluma cevrimigi
katilma yetenegidir.

= Dijital vatandashk dijital ortami, yerinde,
guvenilir ve guclendirilmis teknolojiyi strekli
gelisen kurallarina uygun olarak
kullanmaktir.

* Teknolojinin hizla gelismesiyle birlikte
dijital ortamlar, hayatin vazgecilmez bir
parcasi haline gelmistir.

= Dijitallesme sayesinde ¢alisma hakki evden
de gerceklesmeye baslamis ve ginimuzde
evden calisma yayginlasmistir. Ayrica
dijitallesme, vatandaslara saglik alaninda
randevu alma, laboratuvar sonuclarini
goriintiileme, asi takibi yapma gibi
hizmetlerden hastaneye gitmeden
yararlanma imkani sunmaktadir.

E-DEVLET

e-Devlet, vatandaslann devlet kurumlanyla ilgili
islemlerini internet tizerinden, hizh ve giivenli
sekilde yapmasini saglayan bir sistemdir. Amac,
devlet hizmetlerine kolay ulagimi saglamaktir.

e-Devlet Uzerinden Yapilabilen Bazi islemler

o Ogrenci belgesi alma

o Ikametgah (yeresim yeri) belgesi alma
e Not ve sinav sonuglarini gérintileme
e SGK hizmet dokimune bakma

e Arag ve ehliyet bilgilerini sorgulama

e-Devlet’in Faydalan

1. Zamandan tasarruf saglar.

2. Kolay ve hizlidir.

3. Devlet islerinde diizen saglar.
4. Her yerden erisim imkani sunar.
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E-NABIZ

e-Nabiz, vatandaslann saghk bilgilerini
internet lizerinden giivenli sekilde gorebildigi
bir saglik sistemidir. Saglk Bakanhgi tarafindan
sunulur.

e-Nabiz Uzerinden Yapilabilen islemler

e Muayene bilgilerini gérinttleme
o Tahlil ve tetkik sonuglarint gérme
e Recete ve ilag bilgilerine ulasma
o Agsl bilgilerini inceleme

» Randevu bilgilerini kontrol etme

e-Nabiz'in Faydalari

1. Saglik bilgilerine kolay erisim saglar.

2. Zaman tasarrufu saglar.

3. Saglik takibini kolaylastinr.

4. Guvenlidir.

5. Saglik hizmetlerinin etkili sunulmasina katki
saglar.

e-Nabiz, teknolojinin saglik alaninda vatandasin
hayatini kolaylastiran dnemli bir uygulamadir.
Bilincli ve etkin vatandaslar, bu tir dijital saglik
hizmetlerini dogru sekilde kullanir.

E-OKUL

e-Okul, 6grencilerin ve velilerin okulla ilgili
bilgilere internet lizerinden ulasmasini
saglayan bir sistemdir. Milli Egitim Bakanligi
tarafindan kullanilir.

e-Okul Uzerinden Yapilabilen islemler

e Not bilgilerini géruntileme

e Devamsizlik durumunu 6grenme

e Sinav tanhlerini ve sonuglarini gérme
e Takdir- tesekkir durumunu 6grenme
» Karne ve belge bilgilerine ulasma

e-Okul’un Faydalari

1. Bilgiye kolay ve hizli ulasim saglar.
2. Seffafigr artinr.

3. Ogrenci takibini kolaylastirir.

4. Zaman tasarrufu saglar.

5. Egitimde dijitallesmeye katki saglar.
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EBA

EBA, Milli Egitim Bakanligi tarafindan hazidanan,
ogrenci ve 6gretmenlerin derslere dijital
ortamda erismesini saglayan bir egitim
platformudur.

EBA'nin Faydalan

o Egitimde firsat esitligi saglar.

o Ogrencinin kendi hizinda 6grenmesine
imkan tanir.

e Ders tekranni kolaylastirir.

o Egitimde teknoloji kullanimini artirir.

MEBI

MEBI, Milli Egitim Bakanhgi Ortadgretim Genel
Mudurltgu tarafindan gelistirilen; ortaokul ve
lise 6grencileri ile mezunlarin derslerini ve
sinav hazirlik siireglerini desteklemek
amacaiyla olusturulmus licretsiz bir bireysel
o6grenme platformudur.

MEBIi’'nin Amaci

o Ogrencilerin LGS ve YKS'ye
hazirlanmasina destek olmak

o Okul derslerini pekistimek

e Bireysel 6grenmeyi tesvik etmek

o Egitimde firsat esitligi saglamak

MEBI Uzerinden Yapilabilenler

e Ders konu anlatimlanna ulasma

e Soru ve test cozme

e Konu tekrarlari yapma

e Sinavlara hazirik ¢alismalar yapma

MEBi'nin Faydalan

1. Bireysel 6grenmeyi destekler

2. Sinavlara hazifig kolaylastirir

3. Ucretsizdir ve herkese aciktir

4. Okul derslerini pekistirir

5. Dijital egitim becerilerini gelistirir
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CIMER : CIMER, vatandaslarin devlet
kurumlariyla iletisim kurmasini saglayan
resmi bir sistemdir. Vatandaslar CIMER
araclgiyla istek, sikayet, oneri ve bilgi
edinme basvurularinda bulunabilir.

CIMER Uzerinden Neler Yapilabilir?

o Kamu hizmetleriyle ilgili sikayet bildirme
o Devlet kurumlarina 6neride bulunma

e Bilgi edinme basvurusu yapma

e Talep ve goris iletme

CIMER’in Faydalari

1. Vatandagin sesini duyurmasini saglar.
2. Devlet—-vatandas iletisimini guiglendirir.
3. Seffafligi ve hesap verebilirligi artirir.
4. Hak arama bilincini gelistirir.

5. Dijital vatandasliga katk saglar.

CIMER, vatandaslann devlete gériislerini
iletebildigi dnemli bir dijital deviet hizmetidir.
Bilincli vatandaslar, CIMER'i hak arama ve
iletisim amaciyla dogru sekilde kullanir.

Hizli bir sekilde gelisen bilgi ve iletisim
teknolojileri, insanlarin hayatlarini
kolaylastinrken beraberinde birtakim yeni ve
farkli sorunlari da getirmektedir. Genel agda
kisisel verilerislenirken kisisel veri glivenligine
ve gizliligine iliskin gesitli olumsuzluklar ortaya
cikabilir. Bu olumsuzluklarin basin da veri
gizliliginin saglanamamasi gelir. Yetkisi olmayan
kisiler, kisisel verilerimize erisebilir. Bu kisiler
verilerin gizliligini ifsa edip verileri hukuka aykiri
olarak agiklayabilir ya da paylasabilirler.

SIBER ZORBALIK

Zorbalik: Kisinin kendisinden daha gui¢sliz
birine uyguladigi kasith ve saldirganca davranisa
zorbalik denir.

Siber Zorbalik: Sanal ortamda modern iletisim
araclan yolu ile insanlara hakaret edilmesi,
insanlarin asagilanmasi, sosyal ortamlardan
dislanmasi, tehdit ya da rahatsiz edilmesidir.
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Siber zorballk, internet, sosyal medya, oyunlar
veya mesajlasma uygulamalari lGzerinden bir
kisiye bilerek ve siirekli olarak zarar verme
davranisidir.

Bu zarar; alay etme, hakaret etme, tehdit
etme, kiiciik diisiirme, 6zel bilgileri izinsiz
paylasma seklinde olabilir.

Siber Zorbaliga Ornek Davranislar

e Sosyal medyada bir arkadasla dalga gegcmek
e Birinin fotografini izinsiz paylasmak

e Oyunlarda surekli hakaret etmek

e Mesajlarla korkutmak veya dislamak

SIBER ZORBALIKTAN KORUNMA YOLLARI

1. Kisisel Bilgiler Paylasiimamahdir
Adres, telefon, sifre gibi bilgiler gizli
tutulmahdir.

2. Tanmadigimiz Kisilerle iletisim
Kurulmamalidir
Herkes gorundugu gibi olmayabilir.

3. Zorbaliga Sessiz Kalinmamalidir
Gulvenilen bir yetiskine, 6gretmene veya aileye
haber verilmelidir.

4. Engelleme ve Sikayet Etme Ozellikleri
Kullanilmahdir
Zorba ile iletisim kesilmelidir.

5. Saygili ve Dikkatli Davraniimahdir
Internette de gercek hayattaki gibi kurallar
vardir.

Siber Zorbalik ve Etkin Vatandashk

Etkin vatandas;

e Baskalarinin haklanna saygi gosterir.

« Interneti bilincli ve sorumlu kullanir.

e Zorbalik yapan degil, engelleyen tarafta
olur.
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Dijital cihazlar da gerceklesen siber zorbalik,
bireylerin dahil olup paylasim yapabildikleri e-
posta, genel ag sitelen, sosyal medya, cevrim igi
forumlar ve oyunlar gibi bircok ortamda
olusabilmektedir.

Bir olayin siber zorbalik olarak kabul

edilebilmesi icin bazi dl¢ltlerin gorilmesi

gerekmektedir.

Bu olgiitler sunlardir:

v' Zorbalik yapan kisinin, magdura karsl
dismanca hisler tagimasi

v Davranisinin dijital araglar vasitasiyla gercek
lesmis olmasi

v’ Zorbalik davranisinda bulunan kisinin
magdura kiyasla teknoloji konulannda daha
iyi olmasi

v Davranisin gesitli zaman araliklanyla
tekrarlanir bir nitelikte olmasi

v Zorbalik davranisinda bulunan kisinin cesitli
sekillerde kimligini gizleyebilmesi

Siber zorbaliga maruz kaldiginizi
dislnlyorsaniz yapmaniz gereken ilk is,
ebeveyninizden yardim almaktir. Zorbalik yapan
kisiyi engelleyebilirsiniz. Siber zorbaliga maruz
kaldiginiz uygulamay silebilirsiniz. Kendinizi
toparamak icin bir stre ¢evrim disi kalabilirsiniz

Dijital mahremiyet, kisiye ait bilgilerininternet
ve dijital ortamlarda korunmasi anlamina gelir.
Kisisel bilgilerimizin iznimiz olmadan
paylasiimamasi dijital mahremiyetin temelidir.

Dijital mahremiyet, kisisel bilgilerimizi
baskalarindan korumamiz ve neyi, kiminle,
ne kadar paylasacagimiza kendimizin karar
vermesi demektir.

Dijital Mahremiyeti Korumak icin Yapilmasi
Gerekenler

1. Kisisel bilgiler paylasilmamalidir

2. Guglu sifreler kullanilmalidir

3. Gizlilik ayarlari kontrol edilmelidir

4. Tanimadigimiz kisilerle iletisim
kurulmamalidir

5. Fotograf ve videolar dikkatli paylasiimalidir
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Sosyal medyada kisisel bilgilerimizi,
fotograflarimizi ve belgelerimizi paylasirken
neden dikkatli olmalyiz?

e CUnku gereginden fazla bilgi paylasmak bizi
riskli durumlara sokabilir. GereKli
durumlarda, profil bilgilerimiz,
fotograflanmiz ve videolarimiz yalnizca
glvendigimiz kisilerle paylasilmalidir. Eger
bu bilgiler herkese acik olursa kot niyetli
kisiler bu bilgileri kendi ¢ikarlari icin
kullanabilir.

e Dijital araclan bilingli ve glvenli bir
sekilde kullanmak icin tanimadigimiz
kisilerden gelen e-postalari agmamaliyiz.
Sosyal medyada ya da genel agda karsimiza
cikan her baglantiya ttklamamalyiz.

Teknoloji bagimhihig:

Teknoloji bagimlilidi, bireyin telefon, tablet,
bilgisayar, internet veya dijital oyunlar
kontrolsiiz ve asiri kullanmasi durumudur. Kisi
teknolojiyi kullanmadiginda huzursuzluk
hisseder ve glnlik sorumluluklarini ihmal
etmeye bagslar.

Teknoloji bagimlihigs; telefon, tablet, bilgisayar,
video oyunlan gibi cihazlann asin kullanimiyla
ortaya cikan bir durumdur. Bagimlihgr 6nlemek
icin ebeveynlerin ve 6gretmenlerin cocuklara
ornek olmasi ¢cok 6Gnemlidir. Bunun igin
teknolojik aletleri sinirli kullanmali ve bu konuda
bilincli davranmaliyiz.

Teknoloji Bagimlihgindan Korunma Yollan
1. Teknoloji kullanim suresi sinirlandirlmahdir

2. Sosyal ve fiziksel etkinliklere yer verilmelidir
3. Amagcli ve bilingli kullanim saglanmalidir
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